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**第一部分：专业调研报告**

专业设置要以人才市场需求变化为导向，适时调整专业结构和培养方案，及时培养高质量的应用性IT高技能人才，是校这一特色的重要方面，每年都坚持专业社会调查，进行人才需求分析研究，抓住市场对经济管理方面人才的需求信息，制订出计算机网络技术专业发展规划，切合实际，不失时机地逐年开发新专业和新方向。由于我们坚持了每年的专业社会调研，及时调整专业结构和培养方案，使我系各专业定位准确，人才培养规格合理，核心技能和相关能力及综合素质目标具体，加之不断强化教学基础设施建设和师资队伍建设，采用先进教学手段和方法，以人为本，突出能力培养，使人才培养工作水平不断提高。

**一、行业说明：**

### **（一）快速发展的网络安全行业**

2018年到2020年这短短的两年间，网络安全需求呈指数级增长。这归功于许多因素。

一方面，企业上云成为大趋势，传统行业迎来新的互联网化高潮，网络安全需求与日俱增。互联网化需求进一步增加了联网设备数量，以前的网联设备仅PC和服务器，现在扩散到手机、车联网、工业互联网、云基础设施等方方面面，加聚了对网络安全的需求。

另一方面是网络安全相关法律法规的出台，仅2020年一年，就有1